
关于定向邀请
参加项目采购前综合论证的函

智业软件股份有限公司：
威海市立第三医院拟对编号LZ2025-08DXXX的HIS、电子病历系统与互联网医院平台对接服务项目实施采购前综合论证，现向贵司发出定向邀请。
请贵司全面、认真阅读本函所有内容，并按照本函要求落实参与事宜。
一、论证的时间
2025年12月30日15:00，当日13:55签到
二、论证的地点
威海市立第三医院三楼西区第三会议室
三、论证的内容
实施HIS、电子病历系统接口的开发，使相应软件与山东众阳健康科技集团有限公司的互联网医院软件实现完全对接。具体要求见附件5《威海市互联网医院平台相关情况说明》。
四、论证的参与确认
请贵司于 2025年12月29日12:00前通过本函“八、联系人与联系方式”中的邮箱向医院招标办提交附件1《报名信息表》扫描件，同时提交《营业执照》扫描件、《服务方案与质量保障措施》扫描件或者文档件。
五、论证的目的与方式
通过沟通与谈判，掌握项目的服务方案、价格水平、保障体系等相关信息，为未来实施采购提供标准和依据。
论证采取线上形式，签到和需要的现场沟通使用电话与办公软件联络。项目联系人和被授权人在论证当天13:00至17:00保持通信畅通。
除确有必要且经医院招标办同意外，供应商不可就本项目的全部或者部分提供超过一种方案要求医院进行选择。
论证结束后，请贵司于7日内将“六、论证需要的资料”送达威海市立第三医院招标办，送达可以使用邮寄方式，收件信息：威海市齐鲁大道80号 威海市立第三医院 刘丹丹134 0670 9625。
六、论证需要的资料
（一）供应商资质
1.参与公司《营业执照》复印件1份
2.如，服务属于经营行政许可管理或者经营强制认证管理的，提供参与公司相关资质复印件1份
（二）参与人员资质
附件2格式的《法人授权委托书》1份
（三）价格确认单
附件3格式的《价格确认单》1份（价格为论证议定的价格）
（四）供应商承诺书（如有）
附件4格式的《供应商承诺书》1份（内容为论证时提及需要参与公司作出的承诺和参与公司自行认为应当作出的其他承诺）
注意：以上（一）至（四）需要每页加盖参与公司红章。
七、其他事项说明
（一）医院接受供应商在论证前的合理时间来院勘查与咨询，但在来院前需要与医院招标办联系确定相关事宜。
（二）供应商认为本函和本函所附各类具体要求不合理的，或者带有倾向性、歧视性的，请在报名截止前与医院招标办联系沟通。
（三）本项目定向邀请的原因是目前仅相关软件系统的开发商具备相应服务能力。本函同时在医院网站发布，公开接受关于项目合理性的监督，和项目使用定向邀请方式合法合规性的监督。
八、联系人与联系方式
联系人：刘丹丹
电  话：0631-5960192
邮  箱：slsyzbb@163.com
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威海市立第三医院
2025年12月23日


附件1
报名信息表
项目编号：
项目名称：
以下为具体报名信息
	报名日期
	

	公司全称
	

	办公固话
	

	电子信箱
	

	公司地址
	

	联系人
	

	手机号码
	




附件2
法人授权委托书

本授权书声明：                  （公司名称）法定代表人        （姓名），代表本公司授权        （姓名）为本公司的合法代理人，参加威海市立第三医院         （项目编号）项目的论证，并以本公司名义处理一切与之有关的事宜。
本公司已充分理解本项目邀请函的全部内容，并承担因理解错误所导致的不利后果。

法定代表人签字：              
                              （授权单位在此处盖章）
被授权人签字：              

被授权人身份证复印件粘贴于下框：
	




附件3
价格确认单
	名称
	服务价格（元）

	实施HIS、电子病历系统接口的开发，使相应软件与山东众阳健康科技集团有限公司的互联网医院软件实现完全对接
	



对于报价的细化与追加说明（如有）：


供应商盖章：


附件4
供应商承诺书
项目编号：
项目名称：
承诺内容：












供应商盖章：


附件5
威海市互联网医院平台相关情况说明

威海市互联网医院平台是威海市卫健委为落实威海市2025年20件市级重点民生实事之一而统一采购的平台，要求二级以上公立医院除之前已经建立过的医院之外，全部对接并开展相关工作，经信息科初步解决，目前有以下相关信息：
一、平台功能（基本板块）
1.互联网医院应用平台：面向居民提供全流程服务，包括用户注册、绑卡、在线咨询、复诊、开药、开检查检验、费用支付、报告查询、药品邮寄、健康档案查阅、智能导诊、用药指导等；同时支持家庭医生线上签约与履约服务。
2.互联网医院监管平台：覆盖系统、服务、数据、医务、安全等全维度监管，支持管理人员实时监控运营数据，保障服务合规性。
3.互联网平台数据中心：基于区块链技术实现数据综合管理与快速调阅，搭建应用与监管平台的联动桥梁。
二、数据存储与安全保障
（一）存储架构
1.部署环境：平台部署于阿里云服务器，近期考虑迁至政务云平台，集中存储全市医疗数据。
2.数据隔离：通过多租户云架构实现各医院数据实例级隔离，满足等保 2.0 三级要求；敏感数据采用国密算法加密存储，密钥由 KMS 统一管理。
（二）安全措施
1.传输安全：关键数据传输采用国家加密算法，通过防火墙与 VPN 建立加密通信隧道，结合数字签名保障真实性与完整性。
2.权限管控：按角色分配访问权限，严格控制数据访问范围；操作日志全程记录（含操作人、时间、对象、结果等），保留 180 天以上供审计。
3.合规要求：符合密评标准，支持 IPv6，关键模块采用双因子认证，杜绝弱密码；定期开展安全漏洞排查与安全服务能力评估。
三、费用相关问题
1.此平台为市卫健委统一招标采购，包含三年免费服务，如用以上基础版块，各单位无需再向众阳公司支付任何费用。三年之后，再议。
2.如医院需要，众阳公司可提供有偿运营服务，如协助医院进行策划、宣传及软件的功能的定制开发等，可通过收入（除药品、耗材）分成来支付，众阳收取20%-30%的收入。
3.与互联网医院平台对接需要HIS、门诊电子病历、LIS、PACS进行接口对接，这三家系统所涉及的接口费用，需要医院承担。经与HIS、电子病历厂商多次协商，本项目所要接口费约为15万元。
四、其他重要信息
[bookmark: _GoBack]经与上级沟通，在互联网医院发生的费用不支持医保统筹报销结算，不支持医保卡个人帐户资金结算，只能自费结算。
